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ABSTRACT

The increasing number of certification schemes diminishes the utility of certifications as private regulation and creates several policy challenges. The ongoing efforts to help consumers verify the accuracy of information created by private regulation mechanisms such as certification are currently confronted with the complexities of certification and labeling systems and the difficulties in linking data points across various certification schemes. This paper presents the development of certification and inspection ontology to support smart disclosure of product information. This study proposes that the resulting ontology enables information integration and standardization thus supporting knowledge discovery and sharing by synthesizing information across disparate data sources that is valuable for informing data-driven policy formulation. The ontology also supports standardization of an agreed set of terms and semantics for currently fragmented certification and inspection schemes to support comparability across different certification schemes. The accuracy and consistency of the proposed ontology are verified by using current reasoning tools to run queries based on a set of predefined competency questions.
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1. INTRODUCTION

Governments worldwide have endorsed the use of private regulations to manage the complexity of transnational trading relationships. These regulations rely on a coalition of non-governmental actors to add additional layers of rules and fill a gap in regulatory capability at global level (Bartley, 2007, 2011; Mayer & Gereffi, 2010). This gap is a result of the reluctance of many governments to agree to binding transnational trade standards (Bartley, 2007). Private regulations offer a way to codify and monitor compliance of organizations with given safety, quality, social and environmental standards. Voluntary certifications, such as organic or Fairtrade, represent one particular type of private regulation that certifies the social and environmental conduct of companies. These certifications are based on voluntary mechanisms and rely on market dynamics - the interaction of companies, consumers and other stakeholders - for enforcing compliance (Mayer & Gereffi, 2010). Companies in turn use the certification to preserve their reputation, solicit trust from consumers, and achieve product differentiation advantage in the marketplace.

The number of certification schemes has expanded rapidly since 1990s (Bartley, 2011; Taylor, Murray, & Raynolds, 2005). For example, the eco-label index is currently tracking 435 eco labels worldwide in 25 industry sectors. On one hand, development of eco-labels provides consumers with more purchasing options. On the other hand, the rapid proliferation of certification schemes hinders the ability of consumers to comprehend the meaning behind each certification. The lack of understanding could influence market dynamics by complicating consumers’ purchasing decisions and providing opportunity for irresponsible companies to take advantage of consumer confusion. Survey by TerraChoice in 2010 conducted in 24 stores in the U.S. and Canada claimed that more than 95% of the 5,300 products being observed committed at least one sin of green-washing (Makower, 2010; Swain, 2011). The problem with green-washing is that it could lead to information asymmetry between consumers and companies by diluting the meaning of private regulation.

The situation outlined above has created policy challenges since governments can no longer solely rely on the market dynamics to enforce sound practices of private regulation. The effectiveness of private regulation to represent company’s true commitment toward social and environmental policy becomes questionable (Ramus & Montiel, 2005). As a result, several efforts are being undertaken to help consumers verify the accuracy of product information provided by private regulatory frameworks, including information about voluntary sustainable certifications. In the private sector, consumer advocates such as GoodGuide, Barcoo or NuVal, created web and mobile tools and applications to help consumers better understand the consequences of their purchases in the context of healthy and ethical consumption (Luna-Reyes et al., In Press). Watts & Weyner (2011) coined this type of applications and tools mobile technology-mediated ethical consumption (MTEC) tools (Watts & Wyner, 2011). In public domain, government entities, particularly in the U.S., have recently started promoting an information policy called smart disclosure to give consumers more control over their own data to make informed choices about their purchases (Sunstein, 2011).

However, the complexities of certification and labeling systems and the difficulties in linking data points across various certifications complicate the efforts to help consumers make informed choices. For example, majority of existing MTECs assign high environmental score to any product that is certified by a voluntary sustainable certification scheme. However, certifications differ in the vigor of their standards, which does not get represented in the evaluation. The inability of the current MTECs to uncover further information behind each label diminishes the value of their product evaluation. Currently, the smart disclosure efforts by the U.S. government focus only on the disclosure of product usage and consumption history of products that have continuous buying properties such as banking, electricity, or mobile usage. Smart disclosure policies do not yet address disclosure of product-attribute information such as sustainability, social impact and product provenance. Creating effective data architecture that enables consistent mining of diverse certification and labeling data as well as facilitating comparability across certifications could generate credible information that
consumers can use to make informed purchasing decisions. For instance, application and usage of such architecture could help consumers better understand the social and environmental consequences of their purchases. Consumers could maximize their satisfaction by purchasing products that truly reflect not only their economic value but also social and environmental values.

This paper describes the development of certification and inspection ontology to support smart disclosure of product information. The primary focus and contribution of this paper is in systematically describing the ontological modeling process of certification and inspection schemes to support smart disclosure of product information that is valued by a consumer as she makes a purchasing decision. As such, this paper does not delve into the detailed technical design and development of an overarching certification and inspection data infrastructure that would be needed to produce virtual certificates. Such an effort is reported in detail in (Luciano et al., 2013). Also the current paper does not describe the necessary governance mechanisms needed for implementation of the ontology-based data architecture, or explains in detail the trustworthiness issues which are applicable to certification and inspection schemes. The issues of governance and trustworthiness are discussed in detail in our earlier paper (Luciano et al., 2013).

This study argues that ontology for certification and inspection enables two major uses: integration and standardization of certification and inspection data. First, the ontology provides a method to integrate certification information from various data sources. Second, the ontology enables standardization of an agreed set of terms and semantics for the currently fragmented certification and inspection ecosystem. These two major uses are necessary to support the implementation of smart disclosure for product information. We also highlight the potential benefits of the certification and inspection ontology, such as improvements to consumer consumption decision process.

The paper is organized into seven sections, including this introduction. Section two presents literature review detailing the role certification and inspection ontology can play in supporting smart disclosure and enhancing effectiveness of private regulation. Section three presents the structure of the certification and inspection domain. Section four discusses the methodology used to develop our proposed ontology, namely the iterative process involving specification, conceptualization and verification. Section five describes the development of our ontology from three aspects: specification of ontology in terms of scenario and motivating questions, conceptualization of ontology, and verification of ontology. Section six discusses the envisioned value of our proposed ontology and the policy benefits and implications of our proposed ontology. And finally section seven presents our conclusions.

2. PRIVATE REGULATION, SMART DISCLOSURE AND THE CERTIFICATION AND INSPECTION DATA ARCHITECTURE

Private regulation is a governance system formed by a coalition of non-governmental actors to codify and monitor the conduct of private entities to enable a broad range of economic activities free of negative externalities such as child labor (Bartley, 2007; Büthe, 2010a, 2010b; Mayer & Gereffi, 2010). Private regulation is designed to use market pressure to regulate the behavior of industry’s actors (Bartley, 2007; Mayer & Gereffi, 2010) and to add layers to the existing laws, regulations and standards enacted by governments (Bartley, 2011). Private regulation takes many forms (standards, codes of conduct and certification systems) and is organized in three different formats: a) voluntary policies and codes of conduct developed and adopted by a company, b) standards developed by industry and/or trade associations and adopted by companies, and c) third-party systems certifying the compliance to particular standard (Bartley, 2007; Mayer & Gereffi, 2010).

The third form of private regulation, third-party certification system, is deemed more trustworthy than the other two due to the independent monitoring and compliance processes that significantly reduce the possibility of conflict of interest (Jahn, Schramm, & Spiller, 2005). Consumers also recognize the utility of certifications and labels to induce trust in a specific brand (Carrigan & Attalla,
They use certificates or labels to guide their purchasing decisions (Carrigan & Attalla, 2001), even if some might have limited understanding of the meaning behind the particular label or certificate (Carrigan & Attalla, 2001; Janssen & Hamm, 2011; Polonsky et al., 2011). For instance, consumers positively correlate organic certification with greater level of trust in the product (Janssen & Hamm, 2011).

On the other hand, third-party certifications have two notable limitations: a) high degree of variation among different certifications and labels, and b) the process of certification is generally not transparent (Mayer & Gereffi, 2010). The extensive diversity of third-party certifications have led researchers to question their credibility and legitimacy (Jahn et al., 2005; Taylor et al., 2005). The lack of transparency in certification processes diminishes the ability of consumers to understand the meaning behind a particular certification and decreases the utility of certification schemes in assisting consumers with making informed choices (Jarman et al., 2011; Luna-Reyes et al., In Press).

A number of studies argue for the re-construction of the choice architecture by providing consumers with smart disclosure to help them make informed decision (Benartzi, Peleg, & Thaler, 2012; Thaler, Sunstein, & Balz, 2010; Thaler & Sunstein, 2008). Smart disclosure is an information policy enacted by the U.S. government in 2011 to provide consumers with greater access to standardized data in machine readable formats in timely manner to help them make informed choices (Howard, 2012; Sunstein, 2011). By altering the choice architecture through smart disclosure, the utility of certifications to consumers making choices can be enhanced. Smart disclosure of product and certification data could potentially help consumers better understand the meaning behind labels. The provision of timely and relevant data in standardized and machine readable format in smart disclosure tools could enable comparability across different certification schemes, which in turn would allow for an assessment of the credibility, quality and legitimacy of the certification.

The capability to compare different certification schemes to support smart disclosure of product information requires connecting a large amount of data from various sources. Considering that integration of heterogeneous data across many sources is a major focus of semantic web technologies (Bio, 2013), the development of this capability could benefit from the application of semantic web technologies (Gonzalez, 2013). This is true for two reasons. First, the envisioned architecture needs to integrate various data points across the supply chain. Second, it is not possible to anticipate every query a consumer can pose and to know in advance what data and information will need to be extracted from which sources to satisfy these queries. Semantic web technology offers flexibility and expansiveness in integrating various data since it “takes an overlay approach that virtualizes information from existing (non-semantic) source systems, imports that information into the semantic web data model, and then links together information between various connected systems” (Bio, 2013). The key utility of semantic technology is the ability to capture data in ontologies and map them via related concepts (Semy, Pulvermacher, & Obrst, 2004).

3. THE STRUCTURE OF RELIABLE THIRD PARTY CERTIFICATION AND INSPECTION

A number of studies point to two major components signifying reliable third party certification and inspection: agent and evaluation process (Albersmeier, Schulze, Jahn, & Spiller, 2009; Deaton, 2004; Hatanaka, Bain, & Busch, 2005; Jahn et al., 2005; Tanner, 2000). In general, agents involved in the certification process are standard setting organizations, certification bodies, accreditation bodies, and applicants (Albersmeier et al., 2009; Jahn et al., 2005). The certification body will assign the inspection process to auditor/inspector and certifying/evaluating officer. Relationships among these agents are governed through the evaluation process (Albersmeier et al., 2009; Jahn et al., 2005), which represents the “heart” of the certification system (Deaton, 2004).

Jahn et al (2005) describe three different types of evaluation processes depending on the relationship between agents: a) monitoring process to describe relationship between standard setting
and certification body; b) accreditation process for relationships between accreditation body and standard setting and certification body; and c) certification process to describe relationship between certification body and the applicant (Jahn et al., 2005). Documents and web content analysis of FLO (Fairtrade Labeling Organization) and UTZ Certified further indicate that evaluation process in general uses three documents, namely: a certification standard, an inspection report and a certificate (FLO, n.d.; UTZ Certified, n.d.). Standards are used to guide the evaluation process. Certification body uses standards as guidance during the certification process after the standard is translated into compliance criteria or indicators. The inspection report and certificate are the output of the evaluation process (FLO, n.d.; UTZ Certified, n.d.). Auditor/inspector creates an inspection report after completing an inspection and successful inspection leads to the publication of a certificate to signify applicant’s compliance to the standard.

The key to a reliable third party certification is “true independence” and objectiveness of the evaluation process (Deaton, 2004; Tanner, 2000). Independence is crucial for signaling product quality because it removes conflicts of interest from the evaluation process (Deaton, 2004; Tanner, 2000), which subsequently increases the quality of certification process. Thus, independence of third party certification increases the costs of certification especially for applicant with low product quality (Deaton, 2004). Cost of certification is higher for applicant with low product quality than applicant with high product quality. Applicants with low product quality incur more expenses to comply with higher quality and stringent requirements of an independent third party certification. The second indicator is objectiveness of the evaluation process. Objectiveness of the evaluation decision is met if the assessment processes and criteria are objective. As argued by Deaton, the decision is objective if the inspection or audit processes meet qualifications specified by generally accepted principles or standards (Deaton, 2004). These generally accepted principles and standards must be created by a higher level of authority than the certification or standard setting body, such as accreditation body (Tanner, 2000).

4. METHODS

We utilized two methods in our modeling approach: a) method to collect data to support the ontology development, and b) method for ontology building. This section briefly discusses these methods.

4.1. Data Collection Methods

We used a combination of interviews and focus groups, document analysis, and exemplar development to collect data in order to understand the domain, extract concepts and create motivating scenarios and competency questions. Detailed description of our data collection method is as follows.

- **Interviews and Focus Group Discussions:** We conducted interviews and focus group discussions. The focus group involving experts in the coffee supply chain and NGOs focusing on sustainable certified products was conducted to understand the certification and inspection in the whole supply chain. To supplement this data, we conducted interviews with three different certification bodies: Control Union, Fairtrade USA, and Fair for Life.

- **Document Analysis:** We conducted an analysis of documents published by certification bodies, particularly Flo-Cert and UTZ Good Inside. Examining the documentation enabled us to extract important concepts and terms in certification and inspection, as well as gain understanding of the relationship among them.

- **Exemplar and Audit Reports:** The two above-mentioned activities enabled us to better understand the process, structure, and concepts used in certification and inspection. We strengthened our understanding with exemplar and audit reports. The exemplar reports contain the results of interviews and observations of traceability and certification of specialty coffee sold by Café Rue Champagneur in Montreal, which is produced by a cooperative in Mexico,
Tosepan Titataniske. The exemplar supplies us with detailed information about the producers, distributors, roasters, and their relationships. The audit reports were obtained from Flo-Cert and UTZ. These reports enable us to better understand the implementation of concepts, processes and relationships.

4.2. Ontology Building Methods

Our methodology for building the certification and inspection ontology follows an iterative life-cycle approach adapted from commonly used ontology-development methods including the METHONTOLOGY (Gómez-Pérez, Fernandez-Lopez, & Corcho, 2004), the 101 Method (Noy & McGuinness, 2001), and an ontology-development process for developing government ontology (Brusa, Caliusco, & Chiotti, 2006). The ontology development life cycle proposed in the above-mentioned studies includes three phases - specification, conceptualization, and implementation and verification.

- **The Specification Phase** focuses on understanding the domain to define the scope and limits of the ontology. This phase includes collecting relevant data from different sources, understanding the domain knowledge with the help of a domain expert, resolving conflicts in various data representations, and extracting important and common concepts. The results of the specification phase are: a) a set of important and common concepts from the domain, and b) motivating scenarios and competency questions to define the boundaries of the ontology. These scenarios and questions can also be used for ontology verification in the later implementation and verification phase.

- **The Conceptualization Phase** involves identification of classes, relations, attributes, and instances to conceptualize the ontology. We used Unified Modeling Language (UML) to describe and refine identified classes, instances, and relations among them.

- **The Implementation and Verification Phase**: This stage involves the efforts to implement and verify our proposed ontology. We used Protégé 4.1 as the tool to implement the ontology. We chose Protégé for three reasons. First, Protégé provides flexible plug-and-play environment for ontology development (Brusa et al., 2006). Second, an ontology developed using Protégé can be easily exported into different formats including RDF scheme. Third, Protégé has built-in queries to help us verify the consistency of our ontology. We used two approaches to verify and validate our ontology. First, we ran the reasoning embedded in Protégé, in particular Hermit ++ and Pellet to verify the consistency of our ontology. Second, we used our competency questions to validate our ontology by using the questions to query the ontology and examine the result.

The above three-phase procedure is an iterative process. As shown in Figure 1, the problems and issues that we found in the implementation and verification phase helped us to re-define the scope of the ontology and re-specify the ontology. This led to another round of specification, conceptualization, implementation, and verification. We refined our ontology through this iterative process.

5. BUILDING CERTIFICATION AND INSPECTION ONTOLOGY FOR CERTIFIED SUSTAINABLE PRODUCTS

This section describes in brief the process used to develop three ontologies, namely: CerTIN (Certification and Inspection Ontology), CiTruST (Certification and Inspection Trustworthy) and FLO ontology. CerTIN is a proposed ontology to represent the processes for certification and inspection for sustainable products. CiTruST is a proposed ontology to represent indicators of trustworthy certifications based on certification and inspection processes. FLO ontology is ontology to represent the certification and inspection process used by Fairtrade Labeling Organization. Detailed description
of each of these ontologies is presented in section 5.2 below. As described above, we followed three major steps in the development of these ontologies: a) specifying the goals and scope through motivating scenario and competence questions, b) conceptualizing the ontologies using top down approach, and c) verifying and validating the proposed ontologies.

5.1. Specification of the Proposed Ontology: Developing Motivating Scenarios and Competency Questions

We present two scenarios to demonstrate how the use of CerTTN and FLO ontology could support smart disclosure and generate value. We also created sets of competency questions to guide us in developing the ontology and later to evaluate whether the resulting ontology is as we expected. The scenarios are intended to show how the ontology can help consumers acquire better information to make informed purchase decisions and help consumer advocates obtain information regarding the certification and inspection process, including production conditions and the welfare of the workers producing a product that consumers are interested in.

5.1.1. Scenario1: Assessing the Robustness of No Child Labor Policy for Particular Certification Scheme

The first scenario describes the use of the ontology to verify that a product is not tainted with child labor. A consumer advocate may want to trace the certification information to verify the compliance of the producer to the “No Child Labor” policy. This scenario envisioned that a consumer advocate, using a system based on the ontology, identifies a certification body based on the certification label attached to the product, and accesses its database to retrieve the appropriate inspection reports. In this scenario, the consumer advocate is not interested in measuring the performance of the producer, but rather the robustness of Child Labor policy of the particular certification. The consumer advocate wants to extract the list of criteria governing “No Child Labor” from the particular certification by sending a query to the certification body, such as: “what are the core indicators for child labor issues for this label?”
5.1.2. Scenario2: Assessing the Reliability of Certification Processes

In the second scenario, a consumer advocate is interested in evaluating the reliability of certification processes across different certification schemes. This scenario emerges from a situation in which consumers are unsure of the differences between various certifications and labels attached to a product. The consumer advocate needs to compare certification processes to inform the consumer of the differences between various certification schemes. There are three possible data sources that the consumer advocate can tap into: a) expert opinion, b) information on the web, and c) information released by the certification body. Each of these sources has weaknesses. For example, expert opinion can be affected by subjective biases and information found on the web suffers from insufficient traceability and data provenance. The consumer advocate needs the ontology to map the information gathered from the three sources to provide strong recommendation about the reliability of the certification process undertaken by a particular certification scheme. A consumer might launch query to the consumer advocate, “show me certification that has most reliable evaluation process?” Having knowledge about the structure of certification processes, the consumer advocate could take the consumer’s query and modify it into more complex query such as: “Which certification body is accredited by an accreditation body, is external to the standard setting organization, and completed document and field inspection in their certification process?”

5.1.3. Competency Questions

In addition to the scenarios, we utilized competency questions drawn from the motivating scenarios. These questions were used to verify if the ontology contained enough information to answer the various queries. The questions also specify the level of detail required from the proposed ontology to respond to the queries. Some of the competency questions are shown in Table I below.

5.2. Conceptualization of the Proposed Ontology

We follow top-down approach in conceptualizing our ontology by first defining the most general concepts in the domain. Top-down approach is more appropriate for developing a shared ontology especially when the concept encompasses a very complex and large number of systems (Cui, Jones, & O’Brien, 2001). Using this approach, we created three different ontologies (Figure 2). First, we developed the CerTIN “upper level certification ontology” (global), which captures high level description of certification and labeling schemes. Second, we supplemented CerTIN ontology with “detail ontology” (local) that focuses on detailed certification process using FLO labeling as an example and call it FLO ontology. Third, we created ontology to specify the reliability of certification and inspection that we called CiTruST ontology.

The relationship between global and local ontology (Figure 2) can be described as follows. The global ontology, CerTIN can map their concepts (classes and properties) into local ontology, FLO and CiTruST.
CiTruST. This mapping ensures interoperability across different local ontologies because these local ontologies use the same concepts from the global ontology. On the other hand, the global integrated ontology could extract detailed concepts from the local ontologies, which adds expansiveness to the global ontology.

5.2.1. Upper Level Ontology: Certification and Inspection Ontology (CertIN)

Certification and inspection ontology (CertIN) defines the domain of a certification system. We envision CertIN as an integrated global ontology that provides a shared vocabulary for all connected local ontologies (Choi, Song, & Han, 2006). As such, CertIN only describes the higher level definition of a certification system that serves as an overarching architecture connecting local ontology for each certification and labeling scheme. In building the CertIN ontology we used the standard definition of class and property available from existing ontology literature. In particular, we adopted classes and properties from three ontologies: Dublin Core, FOAF, and Good Relation, which are regarded as the good ontology by W3C (World Wide Web Consortium). For instance, we use the agent definition from Dublin Core and the document definition from FOAF.

CertIN consists of five major components: agent, document, object of certification, inspection process in certification, and evaluation decision. As previously explained in the methods section, these components were identified from document analysis across different certification schemes, as well as interview findings. A summary of subclasses within each class is presented in Table 2 and a brief description of each class is as follow.

- **Agent** refers to entities involved in the process of certification. An agent can be an individual or an organization. Agent can have five different roles in a certification system: applicant, certifier, certifying officer, inspector, and standard setter.
- **Document** refers to the key documents that are used in, or are produced as an outcome of the certification and inspection process. There are three major documents: a) a certificate to represent the outcome of certification process, b) an inspection report to represent the result of inspection, and c) standards and compliance criteria, which are the principles that guide the certification process.
### Table 2. Classes and sub-classes in CertIN ontology

<table>
<thead>
<tr>
<th>Class</th>
<th>Sub-Class</th>
</tr>
</thead>
<tbody>
<tr>
<td>Agent</td>
<td>Applicant</td>
</tr>
<tr>
<td></td>
<td>Certifier</td>
</tr>
<tr>
<td></td>
<td>Inspector</td>
</tr>
<tr>
<td></td>
<td>Certifying Officer</td>
</tr>
<tr>
<td></td>
<td>StandardSetter</td>
</tr>
<tr>
<td>Document</td>
<td>Certificate</td>
</tr>
<tr>
<td></td>
<td>InspectionReport</td>
</tr>
<tr>
<td></td>
<td>Standard</td>
</tr>
<tr>
<td>Inspection Process in Certification</td>
<td>DocumentInspection</td>
</tr>
<tr>
<td></td>
<td>FieldInspection</td>
</tr>
<tr>
<td>Evaluation Decision</td>
<td>Corrective Measure</td>
</tr>
<tr>
<td></td>
<td>NonConformity</td>
</tr>
<tr>
<td></td>
<td>ObjectiveEvidence</td>
</tr>
<tr>
<td>Object of Certification</td>
<td>BusinessEntity</td>
</tr>
<tr>
<td></td>
<td>Process</td>
</tr>
<tr>
<td></td>
<td>ProductOrService</td>
</tr>
</tbody>
</table>

- **Object of Certification** refers to the object applying for certification. In general, there are three objects of certification, namely: products, processes, and business entities.
- **Inspection Process in Certification** refers to the process of gathering evidence to assess the compliance of an applicant or object of certification with the standards and compliance criteria set by the certifier and standard body. There are two kinds of inspection: document inspection and field inspection.
- **Evaluation Decision** refers to the decision made after an inspection is conducted to assess the extent to which object of certification adheres to given certification standards and criteria. The evaluation decision criteria refer to the applicant's non-conformity to the standard, based on objective evidence encountered during the inspection, along with an action required (corrective measure) to remedy the non-conformity. Evaluation decision consists of three classes: non-conformity, corrective measure, and objective evidence.

The relationship among the classes of CertIN ontology is presented in Figure 3 below. Each rectangle in Figure 3 represents a class. Arrows between classes are annotated by property names and represent object properties defining the relationship between classes. Each arrow can be read as a triple `<ClassXpropertyNameClassY>`. For instance, relationship between an applicant and an inspection report in Figure 3 can be represented as: `<Applicant-rightHolders-InspectionReport>`, meaning, applicant holds the rights to an inspection report.

5.2.2. Detailed Ontology: FLO Certification Ontology

We supplement the CertIN ontology with an ontology depicting the certification process of FLO certification scheme to demonstrate the connection of local ontologies to the higher level global CertIN ontology. As mentioned in section 5.1., we also mapped CertIN to existing "good" ontology. This
ontology mapping is crucial for combining distributed and heterogeneous ontologies and to enhance its interoperability (Choi et al., 2006).

FLO ontology is important to provide additional indicators for assessing the trustworthiness of a certification scheme in terms of detailed measurement of certification. In FLO ontology, the sub-classes of CertIN ontology are classified further into detailed classes with detailed properties (Table 3). For instance, Applicant is classified further into SmallProducerOrganization and TradingOrganization. Each of these detailed classes will have detailed properties defining the class. For instance, the only legal status for SmallProducerOrganization recognized in FLO standard is cooperative. Thus, we can represent the relationship as $<\text{SmallProducerOrganization has LegalStatus Cooperative}>$. Cooperative is an instance in this relationship. FLO also requires the applicant to appoint one person as a contact liaison with FLO throughout the certification cycle. This relationship can be represented as: $<\text{SmallProducerOrganization has Contact Contact}>$.

The most important detail in the FLO ontology is the classification of compliance criteria into the properties to define conformity to these criteria. In FLO, compliance criteria are classified based on the topic of interest, namely: child labor issue, freedom from discrimination, and other. In turn each compliance criterion in FLO has evaluation decision: a) confirmation of non-compliance called non-conformity, b) corrective measure to resolve non-conformity, and c) objective evidence as a means to prove compliance. FLO system assumes that non-existence of non-conformity automatically indicates conformity.
A compliance criterion is constructed with several restrictions, as defined in the FLO standard, by specific timeline, criteria types, measurement of the criteria and organization applicability. The existence or nonexistence of these restrictions relates to the conformity to the criteria and could further define the level of trustworthiness of the certification. In addition to the indicator of the criterion, these restrictions represent the properties of the criterion. In our FLO ontology, these properties are represented as object properties if they connect classes to other classes, and data properties if they connect classes to data (instances/individuals) (Horridge, Knublauch, Rector, Stevens, & Wroe, 2004). A class in the ontology represents an abstract object such as compliance criteria; an instance or individual is a concrete object such as: children under age 15.

To illustrate the representation of compliance criteria, we used and re-formulated criterion for child labor under the age of 15 from FLO Labeling International. FLO criterion for child labor is reformulated as: “Criteria for no employment of children under the age of 15 is satisfied if the auditor found no indication of children under the age of 15 being employed. This criterion is only applied to the members of the organization. This criterion is part of core standards and is applied in initial audit and thereafter”. This narrative consists of combination of classes and instance. The class is presented in italic, the individual is presented within double quotation mark, the restriction
is presented in bold, and the property, either data or object property, is presented with a verb as the first word, such as “has”. This narrative can be presented formally as:

<NoEmploymentOfChildrenUnderAgeOf15 hasEvaluationDecision some 'Evaluation Decision'>
<NoEmploymentOfChildrenUnderAgeOf15 hasCriteriaType value "Core Criteria">
<NoEmploymentOfChildrenUnderAgeOf15 hasTimeline value "Initial Audit”>
<NoEmploymentOfChildrenUnderAgeOf15 hasApplicability value "Members of Organization”>
<NoEmploymentOfChildrenUnderAgeOf15 hasIndicator value "There are no Children under the age of 15 years employed”>

5.2.3. CiTruST Ontology: Ontology for Evaluating the Reliability of Certification Process

In addition to the global CerTIN ontology and the detailed FLO ontology, we created an ontology for evaluating the reliability of a certification process that we called CiTruST ontology. This ontology was created to further demonstrate the scalability of CerTIN ontology as an integrated global ontology that provides a shared vocabulary for other ontologies. Consequently, CiTruST ontology uses the classes and properties from CerTIN ontology to define the reliability of certification processes. To create CiTruST ontology, we first had to determine the indicators of a “good” certification process through literature review, document analysis and interviews.

We started with the basic structure of a certification as an indicator of its reliability. Some components of the basic structure of a reliable certification process are the accreditation body, certification body, standard setter, and monitoring process (Albersmeier et al., 2009; Deaton, 2004; Jahn et al., 2005; Tanner, 2000). The document analysis and interviews further identified five important indicators of reliable certification: the independence of the accreditation body, certification body and standard setter, and monitoring process comprised of document and field inspection.

We posit that existence or nonexistence of these particular components in the structure of a certification indicates the degree of reliability of the certification scheme. For example, certification that is accredited by an accreditation body is considered more reliable than one that is not accredited. Similarly, an independent certification body provides more reliable monitoring than internal certification body due to the elimination of conflict of interest (Deaton, 2004). Following this logic, we propose two major classes for CiTruST, namely: level of trustworthiness and object of trustworthiness.

- **Object of trustworthiness** refers to components from which users can draw inferences about the trustworthiness of a particular certification. Object of trustworthiness encompasses all classes in CerTIN ontology, particularly: agent, documents, evaluation decision, and inspection process in certification.

- **Level of trustworthiness** refers to the degree of trustworthiness derived from the conformance or non-conformance to the object of trustworthiness. CiTruST ontology proposes four levels for assessing the trustworthiness of a certification process, ranging from Level A to Level D. The assignment of the level depends on the existence of the criteria in the object of trustworthiness, where level A certification must include all classes specified in the object of trustworthiness. Non-existence of particular classes degrades the level of trustworthiness to level B and so on. For the next stage, we envisioned that CiTruST could map onto different local certification ontologies, such as FLO ontology, to further define the level of reliability for a particular certification scheme. The properties of Level A of trustworthiness from CiTruST ontology is shown below.

<‘Level A of Trustworthiness’ conformsTo some Standard>
<‘Level A of Trustworthiness’ certifiedBy only 'Third Party
Certifier'>
<‘Level A of Trustworthiness’ hasCertifyingOfficer min 1 CertifyingOfficer>
<‘Level A of Trustworthiness’ hasCompleted some DocumentInspection>
<‘Level A of Trustworthiness’ hasCompleted some FieldInspection>
<‘Level A of Trustworthiness’ hasEvaluationDecision some CorrectiveMeasure>
<‘Level A of Trustworthiness’ hasEvaluationDecision some NonConformity>
<‘Level A of Trustworthiness’ hasEvaluationDecision some ObjectiveEvidence>
<‘Level A of Trustworthiness’ hasStandardSetter exactly 1 StandardSetter>
<‘Level A of Trustworthiness’ inspectedBy min 1 Inspector>
<‘Level A of Trustworthiness’ Authorize min 1 Certificate>

The example provided demonstrates how level of trustworthiness is structured in CiTruST ontology. Detailed explanation of the structure and measurement of the four levels of trustworthiness is available in Luciano et al (2013).

5.3. Implementation and Verification

As explained in the methods section, we used two steps to test our ontology. First, we verified consistency of our ontology. Second, we validated our ontology using previously identified competency questions.

1. Verification of Ontology Consistency. We used two reasoners embedded in Protégé to verify our ontology, Hermit ++ and Pellet, and found consistent results from both. To further evaluate the consistency of our ontology, we created instances (individual) in our ontology and re-run the reasoner. Inclusion of instances can highlight if an OWL class is inconsistent (Wang, Horridge, Rector, Drummond, & Seidenberg, 2005). The inclusion of instances in our ontology did not create any inconsistencies between classes.

2. Verification Through use of Competency Questions. One indication that an ontology is consistent is the ability to query it. Querying in Protégé is possible only after the reasoner is run. We validated our ontology by querying it with previously identified competency questions. We run the query using the DL query plugin in Protégé. An example of DL query is shown in Figure 4 below.

Question: “Which third-party certifiers are accredited by ISO 65?”

5.4. Architecture for Building Ontology-Based Applications

In order to answer questions that consumers and consumer advocates might want to know, it is necessary to build applications that can be supported by the ontologies created above. This section describes how these ontologies can support building those applications.

Our ontology can be applied to both small and large databases. As illustrated in Figure 5, the small-scale application happens when only limited data can be accessed, for instance, data in a single database.

However, our ontology is more valuable when it is applied to large-scale data. As shown in Figure 6, data from multiple and heterogeneous sources including expert opinions, the databases of Voluntary Sustainable Certification (VSC) organizations, and the Web are synchronized and integrated through
In both cases, the data and the ontology together form the knowledge base for building applications. The end user can conduct queries using these applications. The application first decomposes a user’s natural language query, recomposes it into a query in machine readable format, executes the query against the knowledge base, and finally returns the retrieved information to the end user. If a query request is relatively simple, then the application can execute the query in machine readable format directly. If it is a complex query, then the application needs to rely on a reasoner to retrieve the data. A reasoner is the software that can conduct logical inferences based on rules set to make sense of the data.

6. DISCUSSION

In this discussion section, we focus on outlining the value of the proposed certification and inspection ontologies as well as highlighting policy implications of such ontologies.

6.1. The Envisioned Value of Certification and Inspection Ontology

In 2011, the U.S. government enacted information policy called smart disclosure policy that gives more power to the consumer to make informed decisions about his/her purchases through the use of information technology and open data (Howard, 2012; Sunstein, 2011). Providing the benefits of smart disclosure to the consumer requires opening data held by the government but also data that is held by private enterprises and third party organizations. This includes disclosing and opening vast amounts of data from disparate data sources. Creating such immense capability requires a combination of technical expertise in terms of interoperable data architecture based on semantic web technology and governance system for such data architecture (Luna-Reyes et al., in Press). In this paper we described
Figure 5. Architecture for applying the ontology to small-scale data

Figure 6. Architecture for applying the ontology to large-scale data
the process involved in developing our ontology of certification and inspection of sustainable products called CerTIN. This ontology has the capability to support implementation of smart disclosure for product attribute information related to certification and inspection.

CerTIN is envisioned to enable data integration and standardization. CerTIN ontology could support knowledge discovery and sharing by synthesizing information across disparate data sources. This integration capability is valuable for informing data-driven policy formulation for governing markets for sustainable products including fair trade. In addition, CerTIN also enables standardization of an agreed set of terms and semantics for currently fragmented certification and inspection schemes. The standardization could support comparability as well as consistent mining of data across different certification schemes.

The comparability capability and integration of data could encourage start-up entrepreneurs in the emerging information aggregation industry to create tools that could help consumers make more informed purchasing decisions. In this way, the information aggregator complements the effectiveness of private regulation in ensuring provision of quality products in the market. The emergence of these information aggregators could then create additional layer of monitoring and policing of private regulations, especially for the currently fragmented certification and inspection ecosystem.

Our proposed ontology demonstrates its integration and standardization capability as it functions as an integrated global ontology that provides a shared vocabulary among all local ontologies. For example, using CerTIN as the basic platform, we used CiTruST ontology to demonstrate how the ontologies could support the comparability functionality to ascertain the trustworthiness of certification processes. This capability could support entrepreneurs providing information about the trustworthiness of a certification scheme, as well as enable consumers to identify differing qualities of certifications. As a global ontology, CerTIN can also map onto local certification ontologies such as FLO to allow consumer advocates assess the trustworthiness of a certification scheme by extracting details from its evaluation process. By comparing evaluation details from different certification schemes, the consumer advocate would be able to recommend a certification scheme with the highest evaluation process quality.

6.2. Policy Implications of Certification and Inspection Ontology

In addition to the envisioned value described above, the implementation of such ontology entails several policy implications and benefits.

1. **Limiting the Impact of Green Washing**: A number of studies indicate that consumers critically questioned the legitimacy of voluntary sustainable certification initiatives. There is an increasing concern that eco-labeling is another form of corporate “greenwash” (Coplan, 2005; Swain, 2011), a marketing effort by companies to exploit the value that consumers place on ethical consumption. Unfortunately, consumers do not have assurances against possible unethical practices by corporations. Efforts to provide more information to consumers through online consumer advocacy also fall short in assuring trustworthy information about certification and labeling as sites such as GoodGuide assign high value to any certification and label without investigating and evaluating the process behind the certification. CerTIN ontology could potentially facilitate a reduction of greenwashing efforts in two ways. First, the ontology enables MTEC such as GoodGuide to extract detailed information on voluntary sustainable certification schemes. Hence, enables them to provide improved advocacy to help consumers with purchasing decisions. Second, the ontology enables consumer advocates and consumers to differentiate between certifications based on the quality of their evaluation processes.

2. **Eliminating Confusion about Product Certifications and Labels Through Market Dynamics**: The ontology supports comparability across different certification schemes, which could augment consumers’ ability to discipline unethical companies. Consumers have two ways through which they can discipline companies, namely voice and exit (Hirschman, 1970). The ability to
compare different certification schemes enables consumers to have a better understanding of certifications that adhere to their personal values. Consumers can choose products certified only by a certification that truly reflects their values and has high quality certification processes. These capabilities help in creating demand for specific certification schemes that employ high quality certification processes. These demands create change in the market dynamics. Since quality of certification has an inverse relationship with the cost of certification (Deaton, 2004; Tanner, 2000), the change in market dynamics could result in two plausible conditions. First, product providers need to adjust their practices to have higher quality in terms of ethical, social and environmental values. They need to do so to conform to the requirement of high quality certification schemes otherwise the consumers will not buy their products. Second, the lesser known certification schemes with lower quality certification processes will have to either adjust their practices to provide more support of ethical trading and social and environmental sustainability, or exit from the market.

3. **Educating Consumers About Voluntary Sustainable Certification:** One of the major difficulties of bringing sustainable consumption issues into the mainstream is the information asymmetry in the supply chain (Seyfang, 2005). Average consumers are not well informed about the meaning of any given certification, which in turn diminishes the value of such certification. Our proposed ontology can be used by start-up entrepreneurs to build an application that could help consumers purchase products that align with their personal social and ethical values. The web or mobile application based on this ontology could inform consumers about how certification systems can actually deliver value, and/or show the transparency of the certification process. This process could enhance consumers’ awareness about the certification which may lead to better support for sustainable and ethical consumption.

7. **CONCLUSION**

In this paper we described the ontological modeling process for developing certification and inspection ontologies. We propose three ontologies to support smart disclosure for product information: CertIN, FLO Ontology and CiTruST. Such ontologies that enable detailed description of the process of certification and inspection schemes enables integration and standardization of currently diverse certification and inspection data. We posit that the proposed ontologies could support knowledge discovery and sharing by synthesizing information across disparate data sources, which is valuable for informing data-driven policy formulation. The ontologies also support standardization of an agreed set of terms and semantics for currently fragmented certification and inspection schemes and allow comparability across these schemes.
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ENDNOTES

1 Greenwashing refers to “the application of an environmentally friendly sounding name to an environmentally unfriendly practice” (Bartley, 2007, p.2)

2 Different certification schemes use different terms to name actors conducting comparable and similar functions. For instance, FLO uses auditor which is comparable to inspector who conducts inspections/audits.

3 FLO is short for Fairtrade Labeling Organization, a third party standard body that develops certification standards to encourage fair trading and assist small producers with gaining and maintaining certification (http://www.fairtrade.net/what-is-fairtrade.html)

4 UTZ Certified is a third party certification that promotes sustainable farming and better opportunities for farmers of coffee, cocoa and tea and their families through improvement of farming methods, working conditions and better care for their children and environment (https://www.utzcertified.org/).

5 Flo-Cert is a certification body that conducts certifications on behalf of FLO International.

6 http://dublincore.org/2008/01/14/dcterms.rdf

7 http://xmlns.com/foaf/spec/

8 http://www.heppnetz.de/projects/goodrelations/

9 http://www.w3.org/wiki/Good_Ontologies

10 This is a commonly used term and is equivalent to a certification body.

11 DL query is query language that is based on the Manchester OWL syntax.